Luxembourg, le 8 juin 2006

A tous les professionnels du secteur financier soumis à la surveillance de la CSSF et qui sont visés par la loi du 12 novembre 2004 relative à la lutte contre le blanchiment et le financement du terrorisme

CIRCULAIRE CSSF 06/247

Concerne: Relations d’affaires et transactions avec des personnes physiques ou morales de Corée du Nord

Mesdames, Messieurs,

Nous avons l’honneur d’attirer votre attention sur le risque que vous courez d’être abusivement utilisés pour des activités illicites par des entités de Corée du Nord.

La Cellule de Renseignement Financier du Parquet de Luxembourg a déjà signalé aux établissements de crédit et PSF certaines personnes nord-coréennes « désignées » et a, dans la circulaire CRF 12/06, fait état de la circulaire du Département du Trésor des États-Unis d’Amérique du 13 décembre 2005 pour inviter le secteur financier à une vigilance particulière à l’égard de la Corée du Nord.

Nous vous prions dès lors d’examiner avec une attention particulière toute relation d’affaires et toute transaction avec des personnes physiques ou morales de Corée du Nord ou agissant pour compte de telles personnes, étant donné que ces relations et transactions sont à considérer comme étant particulièrement susceptibles de tomber dans le champ d’application de la loi du 12 novembre 2004 relative à la lutte contre le blanchiment et le financement du terrorisme.

Veuillez recevoir, Mesdames, Messieurs, l’assurance de nos sentiments distingués.

COMMISSION DE SURVEILLANCE DU SECTEUR FINANCIER

Simone DELCOURT Arthur PHILIPPE Jean-Nicolas SCHAUS
Directeur Directeur Directeur général

GUIDANCE TO FINANCIAL INSTITUTIONS ON THE PROVISION OF BANKING SERVICES TO NORTH KOREAN GOVERNMENT AGENCIES AND ASSOCIATED FRONT COMPANIES ENGAGED IN ILLICIT ACTIVITIES.

This advisory warns U.S. financial institutions that the U.S. Department of the Treasury has concerns that the Democratic People’s Republic of Korea (“North Korea”), acting through government agencies and associated front companies, is engaged in illicit activities and may be seeking banking services elsewhere following the finding of Banco Delta Asia SARL to be a financial institution of “primary money laundering concern” pursuant to Section 311 of the USA PATRIOT Act. Accordingly, U.S. financial institutions should take reasonable steps to guard against the abuse of their financial services by North Korea, which may be seeking to establish new or exploit existing account relationships for the purpose of conducting illicit activities. This advisory is consistent with the U.S. Department of the Treasury’s efforts to ensure that U.S. financial institutions are not used as a conduit for the laundering of proceeds from such illicit activities as currency counterfeiting, narcotics trafficking, counterfeit cigarette smuggling, and the financing of and involvement in weapons of mass destruction and missile proliferation. We encourage financial institutions worldwide to take similar precautions.

The Department of the Treasury is actively monitoring this situation and will take any further action as appropriate. We will provide updated information to the financial industry as warranted. Financial institutions with questions about this advisory may contact the Financial Crimes Enforcement Network’s regulatory helpline at 1-800-949-2732.

Background

Section 311 of the USA PATRIOT Act added Section 5318A to the Bank Secrecy Act, authorizing the Secretary of the Treasury to find a foreign financial institution, jurisdiction, class of transactions or type of account to be of “primary money laundering concern.” Upon such finding and following a rulemaking process, the Secretary is authorized to take additional steps to further protect the U.S. financial system by requiring U.S. financial institutions to take certain “special measures” with respect to the
specified entity. Such “special measures” can include requiring U.S. financial institutions to terminate all correspondent account relationships with the specified entity. In addition to protecting the U.S. financial system, Section 311 findings serve as a notice to the global financial community that a particular institution presents a serious money laundering and illicit financing risk.

As published in the Federal Register on September 20, 2005, we found Banco Delta Asia SARL (“Banco Delta Asia”), which is headquartered in the Macau Special Administrative Region of China, to be a financial institution of “primary money laundering concern.” As stated in this Federal Register notice, Banco Delta Asia has provided financial services for over 20 years to North Korean government agencies and associated front companies that are known to have engaged in illicit activities. North Korean entities are known to have engaged in currency counterfeiting, narcotics trafficking, the production and dissemination of counterfeit cigarettes, and the laundering of related proceeds, as well as weapons of mass destruction and missile proliferation. Investigations have also revealed that, among other things, Banco Delta Asia has serviced a multi-million dollar account on behalf of a known international drug trafficker. This finding and the accompanying proposal to prohibit U.S. financial institutions from maintaining correspondent accounts for or on behalf of Banco Delta Asia are aimed at protecting the U.S. financial system from ongoing illicit activity facilitated by Banco Delta Asia.